
Intelligent alerting of Windows 

event logs that help quickly 

identify suspicious activity. 

Why Aegis Shield? 

• Catch the breadcrumbs left by attackers 
• Get alerted before they clear their tracks 

• See potential threats developing across 
your network

Identify targeted malicious behavior 

before it becomes an incident 

• Clearing of system event logs 
• Changing the local admin passwords 
• RDP Attacks 

Catch actions on the system 

that an antivirus can’t 

• Proactive alerting of meaningful events 
• Focus on what matters 
• Conditional alerting 

Untangle the millions of events 

in the event logs across your 

network

Gain further visibility of the 

threat landscape on the 

endpoint level 

• Get alerts from your line of business apps 
• Add monitoring for custom events 

Tailor custom monitoring of the 

events in your environment 

Centralized alert management 

for all your Windows devices 

• RDP Attacks 
• Brute Force Attacks 
• Initial Access Events
• Local Admin Compromise 

Early Identification 
of Threats such as: 

• User Account Elevation 
• Lateral Movement
• Ransomware 
• Malware 

• Hardware Failures
• Pass-the-Hash Attack 
• Firewall Changes 
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• Easily deploy thru Endpoint Manager, 
RMM, or GPO 

Silent install, low footprint agent 

• Get alerts unique to the Windows
event viewer

• Illuminate the biggest blind spot on PCs


